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services to protect 

patients who are under
their care &
supervision

Key Features

For more information on Securus 

Our solutions offer the highest standards of monitoring functionality and much more.   Securus XT is client-based and
monitors activity on Windows & Chrome  devices. Should any inappropriate user activity be identified against our
preparatory library of keywords & phrases, a screenshot is taken and sent to the Securus Cloud Console for review and
action.   Securus NET monitors all browser activity on non-Windows devices, such as iPad, Android or Mac.
Alternatively, it works in conjunction with Securus XT on multiple and mixed device networks to provide complete
360-degree online safety coverage for ALL devices.

�0�K�G�p�l�p�m��offers safeguarding protection to keep
vulnerable people safe online by monitoring devices within
the healthcare service, generating screenshots to provide visual
evidence of captured activity 

Comprehensive library covering all major
topics of concern, plus the ability to add your
own words and phrases

Member of Internet Watch Foundation (IWF)
and Associate Member of the UK Council for
Child Internet Safety (UKCCIS)

Tel: 44 (0) 330 124 1750         Email: enquiries@securus-software.com           Web: www.securus-software.com

Cloud console - intuitive user interface to
review captures

Easy installation and configuration

Comprehensive reporting functionality

Monitors ALL network/Wi-Fi attached
devices -  iOS, Android and Mac (NET)

Screenshots with detailed information for all
captures

False positive reduction technology

Detects typed and non typed content on
Windows & Chrome devices (XT)

Instant email alerts


